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Malwarebytes Business Editions provide the strong, proactive anti-malware defense your business 
needs to survive in today’s threat landscape. Conventional endpoint security products, such as antivirus, 
are not optimized to protect against zero-hour and polymorphic threats. Operating alongside your 
current endpoint security, Malwarebytes Anti-Malware Small Business Edition and Malwarebytes Anti-
Malware Enterprise Edition deliver this protection. 

Visit www.malwarebytes.org to learn more.

Malwarebytes Business Editions 
Powerful anti-malware security for the Small, 
Medium and Enterprise business



 

Features
Malwarebytes  
Anti-Malware

Small Business Edition
(1-49 seats)

Malwarebytes  
Anti-Malware

Enterprise Edition
(50+ seats)

Anti-Malware/Anti-Spyware
Detects and eliminates zero-hour and known viruses, Trojans, worms, rootkits, 
adware, and spyware in real time to ensure complete data security and network 
integrity.

Malicious Website Blocking
Prevents access to known malicious IP addresses so that end users are proactively 
protected from downloading malware, hacking attempts, redirects to malicious 
websites, and “malvertising.”

File Execution Blocking
Prevents malicious threats from executing code and quarantines them to mitigate 
malware attacks.  

Malwarebytes Chameleon Technology
Prevents malware from blocking the installation of Malwarebytes Anti-Malware on 
an infected endpoint.

Three System Scan Modes
Enables selection of the most efficient system scan for endpoint security require-
ments and available system resources.

Advanced Malware Remediation
Employs delete-on-reboot to prevent initiation of malicious processes during boot 
up.

Internal Scheduler
Automates scans and database updates to conserve network bandwidth and 
resources. 

Command Line Interface
Offers an alternative to the Malwarebytes GUI for control and flexibility, and enables 
importation and exportation of client settings for faster configuration.

XML Logging
Provides reporting in a convenient human-readable and machine-readable format 
to simplify use by log analysis tools and data management.

MSI Package
Ensures seamless installation and deployment.

Central Management Server
Manages all distributed Malwarebytes Enterprise Edition clients for simplified ad-
ministration and updating.

Management Console
Allows multiple administrators to remotely access and manage Central Manage-
ment Server functionality.

Push Install
Built-in push install capability to client endpoints without requiring third-party 
deployment tools.

Detect Client Endpoints by Scanning Networks or Text Files
Scans network using an IP range or text file containing target computer IP and 
hostnames for push install.

Deployment Simulation Install
Simulates an installation on a client endpoint to detect potential issues in advance.

Customizable Client Install Packages
Create custom client install packages with predefined groups and policy configura-
tions for manual deployment.

Centralized Signature Database Updates
Saves Internet bandwidth by distributing signature updates to client endpoints. 
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